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Federal Communications Commission
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2010 Certification Submission & Statement ofNon-applicability

Dear Sirs:

Texas State Technical College ("TSTC"), by counsel, hereby submits a 2010
Annual CPNI Certification, but continues to maintain that under the Commission's rules it is not
subject to either CPNI or annual certification filing requirements. In 2006 and 2007 TSTC
erroneously filed a form 499-A and subsequently received a letter of inquiry regarding a failure
to timely file a 2007 CPNI certification. Thereafter, TSTC received a notice of apparent liability
regarding the 2007 CPNI certification (DA 09-240), to which it responded on March 26, 2009
(File No. EB-08-TC-5674). Therein, TSTC informed the Commission that it was not subject to
the CPNI requirements or to the certification requirement because TSTC does not fit within the
definition of a Telecommunications Carrier under Section 64.2003(0), and is not providing
Telecommunications Services as defined within Section 64.2003(p) of the Commission's Rules.
Accordingly, TSTC requested that the Commission cancel the forfeiture assessment. The
Commission has not yet issued a ruling on the matter.

TSTC also submitted a letter to USAC on April 1, 2009, stating that TSTC had
erroneously filed 499-A reports in 2006 and 2007 and asked that they be purged from the system.
TSTC noted that it does not provide interstate telecommunications to the public as defined in
Section 54.706 of the Commission's Rules, but rather non-interstate, non-interconnected IP and
video bridging services only to itself and other Texas state educational and governmental
entities. TSTC further noted- that even had it fallen under the definition of an interstate
telecommunications carrier, TSTC, as an agency of the State of Texas and as an educational
institution, falls squarely under the exception for government, broadcasters, schools and libraries,



and would therefore be exempt from Form 499-A filing and universal service fund contribution
requirements. (copy of letter attached).

While TSTC does not believe that it is subject to the CPNI rules or the certification
requirement, because the FCC has yet to rule on TSTC's response to the February 2009 notice of
apparent liability and out of an abundance of caution, TSTC will continue to submit annual
certifications until such time as that matter is concluded in TSTC's favor. Accordingly, attached
is a certification for TSTC regarding its ma'intenance of CPNI procedures for the 2010 calendar
year. (the original signature paper copy is also being submitted through the Secretary's office).

Please direct any questions regarding this matter to undersigned counsel.

Respectfully sub · d,

C eLi
Evan D. Carb, Esq.

Enclosures

cc (via Email) : Marcy Greene, Deputy Chief, Telecommunications Consumers Division
Best Copy & Printing, Inc.
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M·s.. M:atlene H.D0rtch.
Office oftIle Secretary
FederalCommunications Commission
445 12-h Sfreet., S.'\V., Suite. TW-A325
Washington, D.C. 20554
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~e: Annual 64.2010(.e) ePNI Certific~tionfor 2010
T:e~a.s$tate ~necbnical College
499 Filer ITJNo. 82:5674
EB Docket.No.06-.36

Dear Ms. Dortch:

This statem.ent is tocertif)t that Texas ,Slate Technical ,Col.le,ge\Vest Texas (:vrSTC:))) has not an:ddoes not
sel'lanycustoRler infonnation t03nyolle otto anyc{)m:pany~ TSTCisa n.ot forpr()fi:ted:uca~::iQn.al·ag~ncy

of tile State of Texas, inpatt providing educational comm.unicatiunsresources for vltb::.o ctis:trl1;Jutionand
inte.rn~t to itself and ot.her state schools and institutions in I'ex8s Educati<)t')al Sen/ice C~n·ter .Region 14~

TSTCkeeps a:Jlcustomer information and records, both paper andele.ctrO.nic~ in a secpre locatiQnand uses
such i.nfOrtrlation only for bilHng purposes&Jldto discuss, \vith custC1(l1ers service levEHa'dj~j:stnlentS and
usage history..Access to that lecatio:n., as wen as the infonn'ati()n stored there, is strictly lirni'ted -to 8. few
authori:zed personnel of TSTC, each of \vhom has been trainecl in the need tOfllairttainth:e striotest
$ecurity respecting c.ustomer proprietary information. Tecihnical staff nlanaging tllesY$t~m is ~l.$() under
strict instructions not to share infornlatioli: regttrdingcustomers and usage patterns wit.b thitdpartiesr

A revic,v of TSTC' spoHcies and internal practices reveals that TSTC adequately safeguarded the
prQpri:etaty Infol1112tiollof its cusfo.mers .and complied with the r:equiternentsofsl.1bpan U Qfsection 64· of
the ·Comm·ission's Ru:les for the period in .question.. As· noted above TSTC does' not U$e an)' of its
customer proprietary information for' mark~·tirlg and. aoesnot sellstlcb .inforrnatiG.n .to ttlirdparties'~

Additionally, TSTC's policies and. pra(;tices. .with :regard to· such informat.ion restricted itsava,ilabitity to
hut a few technical and billing personnel. 'Over tile past )'ear) TSTChasnot' receiv:ed aJ'1~ custQmer
compla.ints r~garding the u:n:authomeq .t.elease or ntisiJ811dlingo'f proprietary inf()trlla.tio~. Additionally,
~rSl~Cdid not take any actionsagainsl.databrokers between January I,.20JO·and the date oftliis letter.

TStChasdisseIllinatecl its policy to and has trained all personnel·associated. wiilisueh comrnunieations
services totre;atsucnctlstomerinformati011 and customer records as proprietary i·l.lforrn~li()n lUld to not
share infonnation with any outsidepartie-s. .Attached to this certificatels.ac0l'Y of'TSTC~s -po:licy
regarding the proceoures employed for the protection ofcustomer infor.mation.

Annua164.2010(e) CPNI Certification for 2010
TexasSUlte '''rechnicalCoUege
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1"he ulld~rsignedj ShelliSc,henvitz., DIrector of Tclecom.rnunications Services. ·of TSTC, bereby··ce:rtit1cs
under penalty of perjury that I an1 the Director of Telecommunications and an officer of TS.TC and
responsible .for the preparatioll of thiseertiflcate.a.ndoversight of rST'C;s cot)lpljance with. thee·PM
rules~ 1further certify to the truth and accuracy of the InfQnnatio·o contained in thiscertiOficate~ tbat.l have.
persortal knowledge ·of TSTC'soperating procedures) and tbat. TSrCbases.tablislle<!operatm.g procedUres
adequate to ensure compliance with ihe ·FCC's Cl"NI rules set fQrthin§~§64.2()Ol el·seq.

The unders:igned,Ricardo I-Ierrera is the Chief techrlologyOfficer arIel an officerofTsrC,an·d as .SLl¢h

has oversight over the department providtngcarriage servi·ces andrevie\vsits poJiciesandprocedures, bot
fe·lies p·rt the di.rector of that departrn~nt as the person\vith peT$onal krto\vle.dQe regarding the
bnpleUlentationofs'Uch poHciesand prtlcedures_ I certify on behalf qfTSTCand bas:ed on the statements
mad.e herein by ShelH ScheJWi~ t.he Director of·Te·1<~¢omrnUJlioation:s Services) :t!ha·t TSrC ·.n-a.s
established operalin·gproceouresadeqiulte to ensure C<;Itnpliwlcewit.h the FCC's CPNJrole·s$etforth in.
§§64.2001.etseq.
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Attachment

cc: Enforcement Bureau, FCC
Best Copy and Pri.ntin~ Inc.

March 24~ 2011

Date



TEXAS STATE TECHNICAL COLLEGE WEST TEXAS
CUSTOMER INFORMATION POLICY

To protect the proprietary and private information about our customers, Texas State Technical
College, West Texas, has established this internal policy regarding customer information:

1. All of the TSTC's proprietary carrier data bases, including that containing customer
information, are password protected, and access to same is limited to authorized personnel only.
Access to TSTC's network is by password and distribution of the database password is limited
to authorized personnel, and is changed periodically.

2. Employees are to closely guard customer lists, contact information, telephone numbers, mobile
code lists, Email addresses and all other customer information, both proprietary and public, to
prevent any information from being removed from our offices by non-employees, either
accidentally or intentionally.

3. Customer information may not be removed from the TSTC offices by employees or others,
except for meetings with customers themselves, in which case such information must be
returned to the files immediately following such meeting. This includes computer printouts,
handwritten information or notes, photocopies of files or documents or copies in any electronic
form, and verbal transmission of customer information to persons who are not direct employees
of the TSTC.

4. Internal documents, notes made on custom,er visits or when customers call in, and anything
containing customer proprietary information must be promptly filed or shredded.

5. Each new customer is asked to select a personal password and security question, which
password and information is to be used for identification purposes before discussing such
customer's account over the phone. At the start of any phone contact with a customer, the
customer must confirm his/her identity by providing his/her password or answering the security
question and must authorize the TSTC employee to review his/her account information before
any matter involving CPNI may be discussed with the customer. If the customer chooses to not
use a password, they must verify their social security or Tax ID number and current billing
address before information is given to them regarding their account.

7. Customer information is never to be used or disclosed to anyone, except as follows:

(a) to market the company's service offerings to customer;

(c) to protect the company's own rights and property, and to protect the rights of other carriers
or other users of services from fraudulent, abusive or unlawful use;

(d) to comply with the company's obligations to provide certain customer information when
lawfully requested by law enforcement authorities pursuant to the Communications
Assistance for Law Enforcement Act ("CALEA"); and

(e) to resolve specific customer questions about the customer's own account following
identification verification and prior authorization are obtained.



8. Disconnected or inactive customer files are to be retained for no more than three (3) years, and
then shredded. Disconnected or inactive customer files are never to be placed in the trash
unshredded. Customer database printouts are to be shredded when replaced by newer printouts.

9. Appropriate disciplinary action will be taken for any violations of this policy.


